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ABSTRACT

The study investigates the effect of customer perceived online security and trust on acceptance of Point
of Sales (POS) internet banking services. This analysis is based on survey field data collected from 423
POS customers in 20 local government areas of Bauchi state North-East Nigeria. PLS-SEM approach was
used to analyze the data using smart-PLS 4.0.7.8 software. Perceived online security (credit reliability,
privacy) affects acceptance of internet banking (computability, ease of perceived usage and usefulness of
perceived usage) by POS customers and trust (competency, benevolence). Competence, benevolence
and honesty affect compatability, ease of perceived usage, and usefulness of perceived usage. Credit and
reliability have no effect on honesty, case of perceived usage, usefulness of perceived use as well as
privacy on compatability. Privacy has no effect on honesty and competence. Competence, benevolence
and honesty also have no effect on compatability and usefulness of perceived usage. More importantly,
competence, benevolence and honesty have mediating effect. Benevolence has no mediating effect. The
study is limited to POS customers in Bauchi state North East- Nigeria. The study suggests that banks
through their POS agents need to focus on security measures aimed at ensuring and earning customers’

trust to encourage them adopt internet banking service through POS.

Keywords: (Online, security, Trust, Acceptance, internet, banking, service).

Introduction
The business environment and human existence have undergone significant changes as a result of the
intensification of information technology (Hossein, Azim and Mohammad, 2016; Khan, Zubair and

Malik, 2019). Financial institutions have seen significant changes in their management techniques,

160 IJARSS: E-ISSN 3027-2599 P-ISSN 3027-0529


https://doi.org/10.70382/caijarss.v8i2.029

International Journal of African Reseaarch and Sustainability Studies Vol. 8 No. 2
Published by Cambridge Research and Publications June, 2025

operational procedures, and system- and information-based business models (Liao and Cheung 2022);
Rural customers, particularly those in Nigeria, are hesitant to use online banking services due to security
and other difficulties with trust and other factors (Cheng, Lam, and Yeung 2016; Eke and Singhry,
2020). Similar to this, Nigerian society still values in-person communication over internet banking
platforms (Ifedayo, et al..2021, Okundaye et al. 2019) Culture has the greatest influence on how
people accept technology (Ifedayo, et al..2021). The business environment and human existence have
undergone significant changes as a result of the intensification of information technology (Hossein, Azim
and Mohammad, 2016; Khan, Zubair and Malik, 2019). Financial institutions have seen significant
changes in their management techniques, operational procedures, and system- and information-based
business models (Liao and Cheung 2022). Rural customers, particularly those in Nigeria, are hesitant to
use online banking services due to security and other difficulties with trust (Eke and Singhry, 2020).

In opposition to these concepts according to Harun (2022) and Shannak (2013), current technology can
help achieve greater efficiency and operational management in business. Accepting the trend in new
technology is now necessary to handle daily transactions and provide acceptable security services to win
over more customers (Mosallamy and Metawie, 2022). Governments around the world has implemented
cashless policies aimed at improving the economy and mitigating against security threats of online bank
customers. (Marcel, Mohammad and Ahmad, 2022). Banks had to temporarily short down branches due
to increasing security threats that affected especially rural customers who used online banking. One of
the most difficult problems in information system research is figuring out why clients embrace or reject
a new technology. Security issue is still intimidating the users from accepting internet banking due to
inadequacy of safety measures (Thirupathi et al., 2021). Predisposition to technology, literacy level,
infrastructural base, culture, and use behaviour that may affect internet banking acceptance among urban
and rural bank customers differs. In view of the issues highlighted, this study seeks to examine effect of
perceived security (credit, reliability and privacy) on internet banking acceptance (compatibility, ease of
perceived usage and usefulness of perceived usage), through the mediating variables of trust

(competency, benevolence and honesty).

Problem Statement/ Justification.

Adoption rate of online banking in Nigeria is still very low despite the increasing emphasis on complete
implementation of cashless policy of the Federal Government. One of the most difficult problems in
information system research today is figuring out why clients embrace or reject a new technology.
Security and trust issues are still intimidating the users from accepting internet banking in rural areas due
to inadequacy of safety measures. There are still limited studies on internet banking acceptance among
rural banking customers in Nigeria. Few studies conducted on this, mostly on urban customers, recorded
mixed findings, giving rise to the need for mediation, hence the mediating variable of trust in this study.
Rural areas in Nigeria specifica]]y are predominant]y lagging behind in terms of financial inclusion and
internet banking acceptance. Nigeria has performed dismally low in Internet banking usage because of
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poor service quality, cybercrime and security. (Uduk, 2019). It was further asserted that Nigeria
arguably has the highest number of unbanked and underserved population especially in rural areas
compared to other countries across the globe. There is need to empirically investigate this gap. Bauchi
state in North East geo-political zone was chosen because the region has the highest rate of financially
excluded population in the country (Enhancing Financial Innovation and Access [EFInA], 2018). The
region has the least access to Internet banking services with less than 5% financial access touch-point
(Awojobi, 2014). The high level of financial exclusion in this region implies that Internet banking
acceptance may be low compared to other regions. This is because it may be difficult for the unbanked

population to adopt the technology.

Objectives of the Study

The main objective of the study is to assess the acceptance of internet banking services, (POS) of money
deposit banks among rural bank customers. Other objectives include:

To examine the effect of perceived security on acceptance of internet bank services among rural bank
customers.

Again, to examine the effect of perceived security on trust to use internet bank services among rural
bank customers.

Furthermore, to examine the effect of trust on acceptance of internet bank services among rural bank
customers.

And to examine the mediating effect of trust between security and acceptance of internet bank services

among rural bank customers.

Review of Literature and Hypotheses development

Internet banking acceptance

The usage of the internet, which is the product of the convergence of many different technologies, has
significantly impacted the performance of numerous enterprises, (Gopalakrishnan, Daniel, and Fariborz,
2023). The ability for customers of a financial organization to make financial transactions via a secure
website run by the institution is known as internet banking (Shumaila and Mirella, 2015). The ability to
conduct bank-related transactions through the Internet is a service offered by banking and financial
institutions (Rahi and Abd-Ghani, 2019; Venkatesh, Speier- Pero, and Schuetz, 2022; Yiga, and Jin,
2024). This study uses compatibility, perceived ease of use, and perceived utility to assess the acceptance
of online banking. The extent to which people believe utilizing a certain technology enhances their ability
to accomplish their jobs is known as perceived usefulness (Davis 1989). The perception of a system's
perceived ease of use measures how much people think utilizing it won't take much work (Venkatesh
and Davis, 2000; Venkatesh, Speier-Pero, and Schuetz, 2022). The degree to which an innovation is
compatible with the principles, prior experiments, and present requirements of potential adopters is
known as perceived compatibility (Moore and Benbasat, 1991). For the conceptual model of the current
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investigation, Taylor and Todd's 1995 Decomposed Theory of Planned Behavior (DTPB) and Unified
Theory of Acceptance and Use of Technology (UTAUT) will be chosen as a guide. In 1995, Taylor and
Todd introduced the DTPB theory, which included elements of the planned behavior theory of Ajzen
from 1991 and the theory of innovation by Rojer from 1983. According to DTPB, the intention of use
determines the behavior of utilizing an information technology, and the attitude toward behavior, the
subjective norm, and the perceived behavioral control determine the perceived behavioural control and
intention (Lee, Hsieh and Guo, 2013; Ofori, et al., 2022; Nor and Pearson, 2008; Rahi and Ghani,
2018; Rahi, Ghani, and Ngah, 2019). The factors mentioned above are taken into account in the study

on internet banking adoption.

Perceived security

The definition of perceived security is how a client feels they are protected from security concerns
(Normalini and Ramayah, 2017; Yousafzai et al., 2003; Salimon et al., 2017). Protection of data and
systems from unauthorized invasions is referred to as security (Hossein, et al., 2016; Ifedayo, et al.,
2021; Mansour et al., 2016; Rahi, Ghani and Ngah, Page 3 of 31 South Asian Journal of Business Studies
(2018). According to Rahi, Ghani, and Ngah (2018), perceived technological security refers to the belief
that financial information cannot or will not be protected. Security is the capacity to safeguard data from
potential dangers (Hua 2009; Salimon et al., 2017). In the current study, three factors credit, reliability,
and privacy are used to gauge perceived security. Credit is the cornerstone of high-quality goods and
services (Parasuraman et al. 1998). It speaks of the level of precision and promptness of services
(Munusamy, Chelliah, and Mun 2010). Schneider (1998) defined credit as a system's capacity to
consistently and accurately performs as intended. Protection from danger, risk, threat, or injury to
people or their property either intentionally or unintentionally is included in the concept of reliability
(Hossein, et al, 2016). Consumers' concerns regarding the dependability of the electronic banking
channel are viewed as reliability (Dabholkar, 1996). Privacy is a crucial factor that could influence users'
decision to employ e-based transaction systems (Akhter, 2014; George, 2018). The degree to which a
person believes that a technical and organizational infrastructure exists to violate their privacy is known

as their level of privacy (Xu and Gupta, 2009).

Trust

According to Davis, Gnanasckar, and Parayitam (2021), Ha and Stoel (2009), Muh et al. (2019),
Sanchez-Torres et al. (2018), Wang, Ngamsiriudom, and Hsich (2015), Wen (2009), and Yu, Balaj,
and Khong (2015), trust is the degree to which a person feels a new technology is valid and reliable. In
the current work, three criteria: benevolence, honesty, and competency are used to quantify trust.
According to Yiga and Jin (2014) and Nooteboom, Berger, and Noorderhaven (1997), competence is
the capacity to carry out relationships' objectives and expectations or the capability of the one who has
the trust of another to respond to their demands. The ability, skill, and competency of banks to manage
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clients' needs is referred to as their level of competence (Mayer et al. 1995). Competency was described
by Lin (2011) by Muh et al. (2019) as the capacity of a dependable individual to meet demands based on
those needs. It comes from a number of sources, including a solid reputation, strong customer support,
and an effective website (Chen and Barnes, 2007).

Benevolence is the eagerness and concern of the one who is trusted to act in the trusting person's best
interests (Mayer et al. 1995; Muh, et al., 2019; Robert, Dennis, and Hung, 2009;

Yiga, and Jin, 2014). Benevolence must enjoy promoting the welfare of others without producing any
negative effects. Benevolence boosts the seller's reputation, and a well-known company's beneficent
actions might inspire customers to trust the seller on an emotional level (Hossein, et al., 2016; Johnson
and Grayson, 2005). According to Mayer etal. (1995), Muh et al. (2019), Yiga and Jin (2014), honesty
or integrity is the bailment and promise based on keeping properly by the trusted person. Similar to
honesty, integrity refers to the conviction that a trustee enters into agreements in good faith, tells the

truth, behaves morally, and keeps their word.

Hypotheses development

Perceived security and internet banking acceptance

Using data from numerous studies in the literature, it was discovered that the biggest barrier to client
adoption of online banking is security (Koskosas, 2011; Laforet and Li, 2005; Liao and Wong, 2008;
Nayanajith, et al., 2021; Polasik and Piotr, 2009; Wang et al., 2003; Yoon and Steege, 2013). Similarly,
research has indicated that users' intentions to use internet banking is positively influenced by their
perception of technology security (Cheng et al., 2006; Oliveira et al., 2016; Rahi, etal., 2018). Similar
to this, Hossein etal. (2016) confirmed that the acceptance of online banking was considerably influenced
positively by the perception of security in Internet banking. Customers feel more secure while using
internet banking to conduct transactions when the level of certainty in the integrity of such online
banking is higher (Marianus and Ali, 2021).

So, it is proposed that;

Hla: Credit, reliability and privacy positively affects compatibility among rural bank customers

H1b: Credit, reliability and privacy positively affects ease of perceived usage among rural bank customers
Hlc: Credit, reliability and privacy positively affects usefulness of perceived usage among rural bank

customers

Perceived security and trust

Numerous studies have discovered an important and favorable association between perceived

security and in various disciplines (Adesina and Ayo, 2010; Al-Sharafi et al., 2016; Barkhordari et al.,
2017; Yusafzai et al., 2009). According to Kumar et al. (2012), user perceptions of the security of
internet banking have a considerable beneficial impact on institutional trust in the service. Vejaka and
Tofa (2017) assert that customers’ trust in electronic banking is significantly boosted by perceived
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security. According to Hossein et al. (2016), trust was strongly influenced favorably by the perception
of security in online banking. Although security was conceptualized as a multifaceted entity, Hartono et
al. (2014) discovered that this was at odds with how empirical investigations operationalized measures
of perceived security. As a result, the multidimensionality of felt security is disregarded, and instead,
most researches only look at one facet of perceived security. This study proposed that:

H2a: Credit, reliability and privacy positively affects competency among rural bank customers.

H2b: Credit, reliability and privacy positively affects benevolence among rural bank customers.

H2c: Credit, reliability and privacy positively affects honesty among rural bank customers.

Trust and internet banking acceptance

Researchers examined the effect of trust on the acceptability of internet banking and discovered that trust

has a substantial impact on the acceptance of online banking (Normalini and Ramayah, 2017; Suh and

Han, 2003; Sohail and Shanmugham, 2003; Bhattacherjee, 2002; Md Nor and Pearson, 2007). The

acceptability of internet banking was confirmed to be strongly influenced favorably by trust in Internet

banking by Hossein et al. (2016) and Yiga and Jin (2014), among others. According to Md Nor and

Pearson (2007) and Sanchez-Torres et al. (2018), one of the biggest barriers preventing people from

adopting internet banking technology is a lack of trust. According to Akhlaq and Ahmed (2013),

acceptance of internet banking is negatively impacted by a lack of confidence. Increased client views of

privacy and security would favorably impact trust, which would boost customer adoption of online

banking (Hossein et al., 2016). The outcomes also showed how important trustworthiness, esteem, and

dependability are to online shoppers. Taking into account the findings of earlier research, this study

proposed the following theories;

H3a: Competency, benevolence and honesty positively affects compatibility among rural bank
customers.

H3b: Competency, benevolence and honesty positively affects ease of perceived usage among rural bank
customers.

H3c: Competency, benevolence and honesty positively affects usefulness of perceived usage among rural

bank customers.

Mediating effect of trust between security and internet banking acceptance

Trust mediates a strong association between perceived case of use and intention to use (Prayudi et al.
2022). Customers' perceptions of convenience in mobile banking services boost trust, which increases
their intention to utilize the service, according to Mustika and Puspita (2020). On the subject of online
purchase intentions, Shahid Igbal, Hassan, and Habibah (2018) discovered that trust considerably and
favorably mediates the impact of perceived usefulness. According to Rahmayanti and Rahyuda (2020),
trust acts as a mediator between a technology's perceived utility and users' intentions to use it. Similar
to this, Singh and Sinha's empirical investigation (2020) confirmed that trust can mediate between
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perceived usefulness and intention to utilize in a positive and significant way. Trust was confirmed to be

a mediator between service quality and behavioral intentions to use internet banking by Namahoot and

Laohavichien (2018). Therefore, based on the findings of earlier research, the following research

hypotheses were developed:

H4a: Competency, benevolence and honesty positively mediates positively between credit and
compatibility

H4b: Competency, benevolence and honesty mediates positively between reliability and case of
perceived usage.

H4c: Competency, benevolence and honesty mediates positively between privacy and usefulness of

perceived usage.
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The Frame work of the study

Research Methodology

The population considered for the study was active rural bank customers that are Internet banking users
aged 18 years and above, who are having at least one bank account and were sampled randomly. The
primary data was collected, using Five (5) points Likert scales structured questionnaire ranging from 1
“Strongly disagree” to 5 “Strongly agree, from 543 rural bank customers using internet banking. To have
the representative sample of rural bank customers that are Internet banking users for data collection, a

survey was used.
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Data collection instrument was questionnaires that were distributed in six deposit money banks (Access
bank plc, First bank plc, Grantee trust bank plc, UBA plc, Unity bank plc and Union bank plc) in all LGA
in Bauchi state.

The respondents engaged in this study were sampled by convenience sampling as suggested by Rahi
(2017) and Rowley (2014). The descriptive statistics was used to analyse the demographic characteristics
of respondents with the help of IBM SPSS version 26.0. Partial Least Squares (PLS) was used to analyse
technique using the Smart-PLS 4.0.8.7 software unlike the previous study Hameed, et al. (2019); Khan,
et al. (2019); Saeed, and Ghani Azmi (2019) that used AMOS with different feature. The researchers
tested the measurement model (validity and reliability of the measure) followed by the structural model
(testing the hypothesized relationships). PLS is a variance-based structural equation modeling and
suitable for this study as the purpose of this study is to predict user’s acceptance with internet banking

instead of testing (Hair et al., 2013).

Materials and Methods

The population considered for the study were POS customers aged 18 years and above, who are using
POS for transaction were sampled randomly. The primary data were collected, using five (5) points
Likert scales structured questionnaire ranging from 1 “strongly disagree” to 5 “strongly agree, from 543
POS customers. To have the representative sample of POS customers for data collection, a survey is
used [8]. The total number of questionnaires distributed was 480 to POS agents in North-East
Nigeria in which 436 questionnaires were returned with a response rate of 90.8%. Among the 436
responses, 13 were discarded based on two criteria: the respondents did not fill all the questions and
the questionnaire contained non-serious. Thus, finally 423 valid questionnaires with a response rate of
88.13% were used for further data analysis. The respondents engaged in this study were sampled by
convenience sampling as suggested by Rahi and Rowley. The descriptive statistics was used to
analyse the demographic characteristics of respondents with help of IBM SPSS version 26.0. Partial
Least Squares Structural Equation Modelling (PLS-SEM) was used for analysis using the Smart-PLS
4.0.8.7 software unlike the previous study Hameed, et al.; Khan, et al.; Saeed and Ghani Azmi that
used AMOS with different feature. First, the researchers tested the measurement model (validity and
reliability of the measure) followed by the structural model (testing the hypothesized relationships).
PLS is a variance-based structural equation modeling and suitable for this study as the purpose of

this study is to predict user’s acceptance with internet banking instead of testing.

Measurement Instruments

All measurement instruments present in Table 1 were adapted from the literature, with a slight
modification. Perceivedsecurity is measured with ceditdeveloped
from Chellappa and Yousafzai, et al., reliability developed from Nayanajith, privacy developed
from Chellappa and Yousafzai, et al., Trust is measured with competency developed from Chellappa
and Yousafzai, et al., benevolence developed from McKnight et al. and Yousafzai, et al. and honesty
developed from McKnight et al. and Yousafzai, Pallister and Foxall. Finally, internet banking

acceptance measured with compatibility developed from Moore and Benbasat and Rahi and Ghani,
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case of perceived usage developed from Cheng, et al.; Giovanis, et al.; Irfan; Manzano, et al. and

Nor, et al. and usefulness of perceived usage developed from Cheng, et al.; Giovanis, et al., Irfan;

Manzano, et al. and Nor, et al.

Table 1: Measurement scale for the study

Code Items

Credit

PSC1 I believe my Internet banking transaction information will not be lost during an
online session

PSC2 I believe my Internet banking transaction information will only reach the target
bank account

PSC3 I believe that the security system will confirm my identity before disclosing
account information

PSC4 I believe that the security system will confirm my identity before processing
transactions

PSC5 I believe that I know exactly what information is collected

Reliability

PSR1 My bank’s customer internet services are easily accessible

PSR2 My bank’s website has the services of customer service representatives who are
available online

PSR3 My bank offers prompt responses to customer banking internet requests

PSR4 My bank quickly resolves online transaction problems

Privacy

PSP1 I believe my Internet banking transaction information will only be used for the
purpose of the original transaction

PSP2 I believe my Internet banking transaction information will be shared with others
with my consent

PSP3 While using Internet banking, I believe that I have full knowledge of the parties
that can access my online account information

PSP4 While using Internet banking, I believe that I control the use of my information

Trust competency

TC1 I believe that my bank provides an excellent Internet banking service

TC2 I believe that my bank is processing my transactions accurately and on time

TC3 I believe that my bank provides 24-hour access to Internet banking

TC4 My bank upholds the principles of a highly respected bank

Benevolence

TB1 My bank will repay the money if it is taken from my account through
unauthorized transactions

TB2 My bank is acting in my best interest

TB3 MY bank is more interested in my wellbeing than theirs.
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TB4 MY bank provides all the help I need whenever I need it

TB5 The bank considers customers’ profits as the top priority.

TB6 The decisions of this bank are trustworthy

Honesty

TH1 My bank is good at maintaining its commitments

TH2 my bank has consistent online practices and policies

TH3 My bank promptly informs me whenever anything goes wrong with any of my
transactions

THA4 My transaction through Internet banking will always be transparent because of
the regulator

THS5 My bank is generally an honest bank

Internet banking acceptance compatibility

IBACI1 Using internet banking is compatible with all aspects of my life style

IBAC2 Using internet banking is completely compatible with my current situation
IBAC3 I think that using internet banking fits well with the way I like to use
IBAC4 Using internet banking fits into my life style

Ease of perceived usage

IBAEPU1 | Using Internet banking improves functioning of my banking activities
IBAEPU2 | Internet banking allows me to manage my banking activities more efficiently
IBAEPU3 | Internet banking enables me to complete my banking activities more quickly
IBAEPU4 I find Internet banking very useful for carrying out my banking activities
IBAEPUS5 I find using Internet banking advantageous than branch banking
Usefulness of perceived usage
IBAUPU1 It is easy to use Internet banking
IBAUPU2 Learning to use Internet banking is easy
IBAUPU3 | The instructions provided on my Internet baking website are clear and
understandable

IBAUPU4 | I find it easy to remember how to use Internet banking
IBAUPUS | I find the use of the Internet Banking services easy

Results

Respondent’s profile

Demographic data presented on Table 2 shows 64.8% of the respondents were male and 35.2%

were female. The majority of the participants were young with age of 28-37 years with frequency of

197 which constitute 46.6% while the respondents who had age less than 48 years and above were at

lowest numbers frequency of 25197 which constitute 46.6%, 5.9%.

Respondents were asked that how long they have been used the internet banking services. Results

indicated that, the highest number of respondents were those who had used internet banking service

from two years and above with frequency of 236 which constitute 55.8% [8]. These findings showed
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that most of the respondents were active internet banking users as they were using internet banking
from more than two years the lowest internet users are those who use internet facilities for less than
one year with frequency of 69197 which constitute 16.3%. Finally, the result of education levels of
the respondents shows that 41.4% of the respondents were those with ND/NCE and the least

were those with primary/secondary certificate with 11.3%.

Table 2: Respondent’s profile

Variables Frequency Percentage (%)
Gender

Male 274 64.8
Female 149 35.2
Total 423 100
Age

18-27 years old 64 15.1
28-37 years old 197 46.6
38-47 years old 137 32.4
48 years and above 25 5.9
Total 423 100
How long have been using the internet banking services

less than 1 year 69 16.3
1 year 118 27.9
2 years and above 236 55.8
Total 423 100
Educational level

Primary/Secondary certificate 48 11.3
ND/NCE 175 41.4
HND/Bsc 137 32.4
Masters/Ph.D 63 14.9
Total 423 100

Common method bias

As recommended by Podsakoft, et al., Harman's single factor test was used to evaluate non-response
bias. If a single latent factor accounts for the majority of the variance explained, common method bias
is problematic. Consequently, no discernible common approach bias was discovered in our data set.
Only 32.32% of the covariance could be explained by a single factor, which is less than 50%,
indicating that common method bias is not likely to be a problem in this study [9-11].
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Measurement model
The standard procedure for SEM analysis is to warrant the scale validity and reliability of the model.

However, the measurement model used in this study is measured with measured indicators (Figure 1).
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Figure 1: Graphical representative of measurement model.

The adequacy of the measurement model and structural model is done by gauging the fitness index and
coefficient of determination. Standardized Root Mean Residual (SRMR) represents the fitness index
to assess the suitability of the model with data at hand. The lower the value of SRMR the better the
adequacy of model will be and with data which usually recommended below 0.08. Therefore, the
value of SRMR produced is 0.06 for saturated model and 0.077 for estimated model which is
significantly lower than of recommended value of 0.085. Similarly, the value of d_ULS is 3.235
saturated model and 4.392 for estimated model. Finally, the value of d_G is 0.939 saturated model and
1.062 for estimated model.

The reliability of the model was tested with the composite reliability coefficients above the threshold
value of 0.70 see Table 3. The items within each construct therefore produces high internal consistency

as all items remaining are above 0.70 of composite loading. For the convergent validity, the Average
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Variance Extracted (AVE) was employed in confirmatory composite analysis which is part of an
analysis to PLS-PM. The findings show that most item have a standardized composite loading that
significantly exceeds the minimum requirement of 0.70 after exclude one items from behavioural
intention. Subsequently, after eliminated the two items from the model, none of the construct
AVE were experiences below the cut-off of 0.50 [12]. It confirms that the values of the convergent
validity of the measurement model falls between the range of 0.592 and 0.734 as presented in Table
3. Thus, the amount of variance captured from their item is higher than the amount of error variance

for these constructs.

Table 3: Construct reliability and convergent validity.

O O O O O A Y
O O
IBAC 0.781 0.79 0.858 0.602
IBAEPU 0.845 0.847 0.896 0.684
IBAUPU | 0.851 0.857 0.894 0.628
PSC 0.841 0.846 0.887 0.613
PSP 0.794 0.799 0.866 0.618
PSR 0.762 0.795 0.85 0.592
B 0.791 0.79 0.864 0.615
TC 0.819 0.819 0.892 0.734
TH 0.897 0.909 0.924 0.708

Discriminant validity was estimated with the and Fornell and Larcker and Heterotait- monotrait Ratio
of Correlations (HTMT) approach. Though, Fornell and Larcker approach has always been subject
debatable due to lack of discriminant validity when employed with PLS-PM. The Heterotrait-Monotrait
(HTMT) ratio of correlations is recommended for PLS-PM as also applied in this study. HTMT values
above 0.8 would indicate a violation of discriminate validity (Table 4). Since this was not the case, this
assumption was met. Based on the sufficient results of the measurement model, hypotheses
testing can be executed by assessing the structural model. The results computed for each
pair of the models’ two constructs indicate that the HTMT values of all construct does not reach the
maximum threshold of 0.85. In additions, the HTMT interface was also employed to estimate the
bootstrap confidence interval with 5000 of re-sampling procedure in smart-PLS 4.0.8.7.

Table 4: Heterotrait-Monotrait ratio of correlations. (HTMT)

o B A BAEP p D N PQR
D D D

B A
»

IBAC

IBAEPU 0.799

IBAUPU 0.487 0.718

PSC 0.647 0.585 0.613

PSP 0.626 0.692 0.764 0.79

PSR 0.67 0.607 0.553 | 0.889 0.819

TB 0.663 0.668 0.613 | 0.746 0.752 | 0.776

TC 0.565 0.616 0.665 | 0.665 0.748 | 0.618 | 0.837

TH 0.176 0.195 0.071 | 0.071 0.091 | 0.147 | 0.133 | 0.077
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As shown in Table 5 Fornell and Larcker criterion, in all cases the square root of AVE on the diagonal
(bold values) larger than the construct correlation coefficients. Further, in order to examine the
multicollinearity problems, the absolute correlation between the constructs should be lower than of
0.85, as suggested by Afthanorhan, et al. Therefore, conclusion can be made that all measurement
model is presumed to have discriminant to each other. It implies that all items from each latent variable
in the research model is unique and differ significantly from other latent variable items [13]. The findings
obtained for perceived security trust and internet banking acceptance indicate that correlation value is
below than 1.0. Therefore, the results obtained from these three criteria (Fornell-Larcker, HTMT
0.85 and HTMT interface) confirm the discriminant validity of the constructs.

Table 5: Fornell-larcker criterion

A A P A p p PQP PSR

IBAC 0.776

IBAEPU 0.662 0.827

IBAUPU 0.407 0.609 0.792

PSC 0.535 0.5 0.533 0.783

PSP 0.507 0.576 0.636 0.655 | 0.786

PSR 0.533 0.496 0.457 0.715 | 0.635 | 0.77

TB 0.532 0.553 0.508 0.612 | 0.604 | 0.599 | 0.784

TC 0.46 0.513 0.636 0.557 | 0.613 | 0.491 | 0.673 0.857

TH 0.142 0.171 0.031 0.037 | 0.078 | 0.11 0.119 0.047 0.842

Structural model
First, the coefficient of determination, R™ is utilized to explain the total variance of the model.

Considering the R2 values, of TB 0.471, TC 0.419 and TH 0.017 trusts dimensions
variance has been explained by dimensions of perceived security. Internet banking acceptance
dimensions variance has been explained by dimensions of perceived security and trusts dimensions

together with R) values, of IBAC 0.392, IBAEPU 0.426, and IBAUPUO.508, These values lie at the

satisfactory levels since it is larger than 0.10 as suggested.

Path coefficients

The significant effects were evaluated with the bootstrapping method. The method is able to draw
a large number of re-samples from the original population and calculates the model parameters for
cach re-sample that has been bootstrapped [14]. The bootstrapping method makes it is possible to

determine the confidence intervals of the path coefficients and to make statistical inferences (Table 6).
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Table 6: Effect inference

Orig P R
O
O
PSC -> IBAC 0.173 0.173 0.072 2.388 0.017 Supported
PSC -> 0.065 0.064 0.066 0.983 0.326 Not
IBAEPU supported
PSC -> 0.121 0.118 0.067 1.812 0.07 Not
IBAUPU supported
PSR -> IBAC 0.177 0.178 0.063 2.826 0.005 Supported
PSR -> 0.08 0.08 0.061 1.325 0.185 Not
IBAEPU supported
PSR -> -0.03 -0.029 0.064 0.469 0.639 Not
IBAUPU supported
PSP -> IBAC 0.113 0.108 0.068 1.661 0.097 Not
supported
PSP -> 0.273 0.269 0.064 4.258 0 Supported
IBAEPU
PSP -> 0.355 0.355 0.054 6.595 0 Supported
IBAUPU
PSC ->TC 0.248 0.248 0.06 4.157 0 Supported
PSC -> TB 0.256 0.258 0.063 4.068 0 Supported
PSC ->TH -0.107 -0.108 0.081 1.313 0.189 Not
supported
PSR -> TC 0.047 0.048 0.055 0.855 0.393 Not
supported
PSR ->TB 0.233 0.235 0.057 4.086 0 Supported
Not
PSR -> TH 0.155 0.158 0.081 1.911 0.056 supported
PSP -> TC 0.42 0.422 0.051 8.292 0 Supported
PSP ->TB 0.288 0.286 0.056 5.162 0 Supported
PSP -> TH 0.05 0.052 0.07 0.714 0.476 Not
supported
TC -> IBAC 0.075 0.079 0.059 1.264 0.206 Not
supported
TC -> IBAEPU | 0.131 0.137 0.067 1.948 0.051 Supported
TC -> IBAUPU | 0.375 0.376 0.055 6.844 0 Supported
TB -> IBAC 0.192 0.19 0.06 3.21 0.001 Supported
TB -> IBAEPU 0.2 0.197 0.062 3.221 0.001 Supported
TB -> IBAUPU | -0.013 -0.012 0.063 0.206 0.837 Not
supported
TH -> IBAC 0.081 0.083 0.044 1.86 0.063 Not
supported
TH -> IBAEPU | 0.109 0.11 0.038 2.87 0.004 Supported
TH -> -0.014 -0.014 0.036 0.402 0.688 Not
IBAUPU supported
PSC-> TC - 0.059 0.06 0.022 2.668 0.008 Supported
>1IBAC
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PSC ->TC - 0.072 0.073 0.026 2.793 0.005 Supported
> IBAEPU
PSC ->TC - 0.091 0.091 0.029 3.139 0.002 Supported
> IBAUPU
PSR -> TB - 0.061 0.061 0.021 2.919 0.004 Supported
>1IBAC
PSR -> TB - 0.07 0.071 0.024 2.862 0.004 Supported
> IBAEPU
PSR -> TB - 0.012 0.013 0.027 0.462 0.644 Not
> IBAUPU supported
PSP ->TH - 0.091 0.093 0.028 3.286 0.001 Supported
> IBAC
PSP -> TH - 0.118 0.12 0.12 4.142 0 Supported
> IBAEPU
PSP ->TH - 0.153 0.155 0.031 4.909 0 Supported
> IBAUPU

The results of the main effect model provided for Hla to H4c are presented in Table 6. Hla to Hlc
shows that PSC, PSR have positive significant effect on IBAC (B=0.173, 0.177, P=0.017, 0.005).
PSP, has a have positive significant effect on IBAEPU, IBAUPU (B=0.273, P=0.000; $=0.355,
P=0.000). However, PSC, PSR has no significant effect on IBAEPU, IBAUPU and PSP also indicate no
significant effect on IBAC.

H2a to H2c presented in Table 6 indicates that PSC has positive significant effect on TC, TB (=0.248;

0.256, P=0.000) while PSC has negative and no significant effect on TH effect. PSR has positive

significant effect on TB ($=0.233, P=0.000), while PSR has no significant effect on TC, TH. Similarly,

PSP has positive significant effect on TC, TB ($=0.420, 0.288; P=0.000). However, PSP has no

significant effect on TH. H3a to H3c in Table 6 indicates TC has positive and significant effect on

IBAEPU, IBAUPU ($=0.131, 0.375, P=0.051; 0.000), while, TC has no significant effect on

IBAC as presented in Table 6. Similarly, TB has positive significant effect on IBAC, IBAEPU

($=0.192, 0.200, P=0.001; 0.001). However, TB has negative and no significant effect on

IBAUPU. TH has positive significant effect on IBAEPU ($=0.109, P=0.004).

Result of mediating effect presented in Table 6, H4a to H4c indicates that PSC -> TC -> IBAC has

partial mediation since the direct effect and indirect effect are all significant effect. While PSC -> TC -

> IBAEPU, PSC -> TC -> IBAUPU indicate full mediating effect since direct effect is not significant

while indirect effect shows significant effect. PSR -> TB -> IBAC indicates partial mediation, while,

PSR -> TB -> IBAEPU indicates full mediation. PSR -> TB -> IBAUPU indicates no mediating effect

of TB between PSR and IBAUPU since both direct and indirect effect is not significant. Finally, TH

mediates between PSP and IBAC, IBAEPU and IBAUPU.

Discussion
The current study examined effect of perceived security on internet banking acceptance; mediating

effect of trust. The study contributes to the literature by considering dimensions of perceived security,
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trust and internet banking acceptance separately and by exploring different ways through which different
types of dimensions of perceived security and trust give confidence to POS customers.

As indicated in the present study, perceived security dimensions PSC, PSR, PSP have significant effect
are effective factors for internet banking acceptance (IBAC, IBAUPU, IBAEPU) by POS customers.
While doing bank transactions, rural bank customers are anxious about factors such as hackers’ access
to their personal information, lack of required accuracy, having old security systems and so on.
Therefore, the higher the perceived security by POS customers, the more POS customers’ tendency
for applying internet bank services. The results of the present research were consistent with those of
Cheng, ct al; Hossein, et al.

Positive effect of PSC, PSR and PSP on TC, TB, and PSR was proved in the present study along with
previous Adesina and Ayo; Al-Sharafi, et al.; Barkhordari, et al., Yusafzai, et al., Therefore, if POS
customers think that banks have necessary experience, knowledge and skill to do bank operations and
consider what is the best for customers in bank exchanges and give priority to bailment, customers’
trust will increase. On the other side, the more the banks adhere to commitments and ethics and
perform accordingly, the more the customers’ trust would be.

In the present study, the effect of TC, TB and TH dimensions of trust on IBAC, IBAEPU and IBAUPU
dimensions of internet banking acceptance was examined. The results showed that TC has significant
effect on IBAC, IBAEPU, TB has positive significant effect on IBAC, IBAEPU and TH has positive
significant effect on IBAEPU which was in line to the results by Hossein, et al., and Yiga and Jin. It is
important that in the society of the present study, POS customers considered trust positively, which
means that POS customers rebuke by their family about using internet banking, but they are
considered to be traditional and alien to the modern world if they do not use it. Finally, PSC -> TC -
> IBAC has partial mediation, PSC -> TC -> IBAEPU, PSC -> TC -> IBAUPU indicate full mediating
effect. PSR -> TB -> IBAC indicates partial mediation; PSR -> TB -> IBAEPU indicates full mediation.
PSR -> TB -> IBAUPU indicates no mediating effect of TB between PSR and IBAUPU since both direct
and indirect effect is not significant. Finally, TH mediates between PSP and IBAC, IBAEPU and
IBAUPU. The result of this present study is consistent with the studies of; Rahmayanti and Rahyuda
(2020)

Conclusion

This study can serve as a reminder to bank managers of the significance of the previously mentioned
variables, such as perceived security (credit, reliability, privacy) and trust (competence, in the
acceptance of internet banking services, and the need to give these considerations particular attention
when formulating strategic programs. According to this study's findings, perceptions of security have a
significant effect in people's willingness to accept online banking. Therefore, POS managers must set
up the required infrastructures and inform rural bank customers of these benefits. POS customers can
feel secure due of the banks' strong security measures and the fact that few customers are aware of such
problems. The reflection and impact of the perceived security of internet banking acceptance through
the determinants of POS Internet banking trust is another important point in this study. The
indirect hypothesis of this study is supported by the finding that POS customers can gauge security
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through other variables, and other variables can indicate security-related attention or inattention.
Because of this, bank administrators must have a comprehensive understanding of all the variables

because placing too much attention on one could blindside them to the others.

Limitations and Recommendations for Future Research

When extrapolating the findings of the current study to other nations with various cultures, it is
important to keep in mind that it was conducted among Nigeria's POS clients. Although there are many
factors that could influence the adoption of online banking, only the variable effect of perceived security
and trust was examined in this study. Future studies are urged to examine the conceptual model of the
most recent research by include additional driving forces behind the acceptability of online banking.
Additionally, examining the effect of demographics on the research's hypotheses can enhance future

research findings.
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